To Facebook,

X municipality refers to the enterprise agreement  signed xx.xx.xx

On the 16h of July 2020, the Court of Justice of the EU (CJEU) issued its judgement on personal data transfers between the EU / EEA and the United States, also known as the Schrems II ruling.

The judgment invalidates Privacy Shield as a basis for data transfers between companies in the EU / EEA and USA.

The CJEU justifies the decision on the grounds that Privacy Shield does not provide sufficient legal protection against US surveilance US.

All businesses must now consider how they can continue to use suppliers or subcontractors who have previously been certified under Privacy Shield and establish alternative legal frameworks for data transfers.

The use of other grounds for data transfers to third countries, such as the European Commission's standard provisions ("Standard Contractual Clauses"), is also affected as a result of the ruling. The use of the EU Commission's standard provisions is in principle still permitted, but an assessment must be made of whether the level of protection achieved is in fact equivalent to that in the EU / EEA. An assement of which security measures are needed should also be established.

As a result of this change, all our data processors and sub-data processors will be reviewed in line with the CJEU’s new legal decision.

We refer to your email about changes to the “Workplace Online Terms”.

The data processor agreement between X municipality and supplier Facebook states that the transfer basis is based on the Privacy Shield, see clauses 2.2, 2.3, and 11.2 of the agreement.

Based on this, we ask for a quick response and clarification on how Facebook intends to meet the new judgement issued by

the CJEU and ensure the secure and legal transfer of personal data in light of the Schrems ll ruling.

Regards

Xxx